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1. Project summary   

This Privacy Impact Assessment is for the AI Lifeguard project for the installation of AI camera 

technology to detect drowning or distress in the Selwyn Aquatic Centre and possibly extending to 

other pools in the Selwyn district.  This technology will add an additional level of supervision to 

the pool areas where glare, visibility and supervision issues were identified as the main 

contributing factors for not identifying the problem in a previous incident. It will provide 

automatic alerts to Lifeguards on the floor via smart watches for prompt review and 

management.  

The Privacy Impact Assessment (PIA) is required to review the potential privacy risks around 

identification and storage of data associated to private information collected through the 

cameras.  By evaluating the potential impact on individuals’ privacy rights, the Council can 

consider the extent to which the AI Lifeguard technology complies with legal and regulatory 

requirements and identify mitigants to address any potential areas of non-compliance or other 

concerns. 

The PIA is being completed during the implementation phase of the project. 

The project is seeking to implement the AI Lifeguard in the Selwyn Aquatic Centre, and if 

successful will be sought to extend to other pools within the Selwyn district. 

 

2. Scope of the PIA 

 2.1 Scope 

The Privacy Impact Assessment for the AI Lifeguard project initially starts at the Selwyn 

Aquatic Centre but will cover any pool this system will be installed at within Selwyn.  It will 

look at: 

1. Technology Implementation: Evaluation of the AI camera technology being installed 

to detect drowning or distress in pools. 

2. Data Collection: Assessment of the personal information gathered through the 

cameras. 

3. Legal Compliance: Review of how the technology aligns with legal and regulatory 

requirements related to privacy. 

4. Risk Identification: Analysis of potential privacy risks associated with the use of AI 

cameras in pool areas. 

5. Mitigation Strategies: Identification of measures to address any areas of non-

compliance or privacy concerns. 

6. Impact on Individuals: Evaluation of how the technology might affect individuals' 

privacy rights. 

 

The PIA will aim to ensure the Council’s processes are designed and implemented in a way 

that protects individuals’ privacy while allowing the AI Lifeguard system to function 

effectively for improved pool safety.  It will cover: 
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Summary / Conclusions 

The AI Lifeguard project represents a sophisticated approach to pool safety that carefully balances 

technological innovation with robust privacy protection. By implementing a system that uses low-

pixelation video with temporary unique identifiers, the project ensures minimal personal data 

collection while maximizing safety monitoring. The technology intentionally prevents individual 

identification through strategic design choices such as blurring swimmer features, using 

temporary unique identifiers that reset upon pool exit, and storing data locally for only 7 days.  

Critically, the system's primary purpose remains focused on drowning prevention, with multiple 

layers of privacy safeguards including limited access, local server storage, external compliance 

monitoring, and planned staff training to ensure the technology is used exclusively for its 

intended safety purpose. 

  



Page 13 of 16 

5.  Risk assessment  

This section describes the privacy risks you’ve identified through the PIA process and how you 

propose to mitigate and manage those risks. It can be useful to link this back to the privacy 

principles to show why these risks and the proposed actions are relevant. 

Note: A PIA doesn’t set out to identify and eliminate every possible privacy risk: its role is to 

identify genuine risks that are not unreasonably small or remote.  

Categorise your proposed actions 

In some cases, it may be helpful to categorise these actions into areas such as: 

• governance 

• people 

• process 

• technology 

Categorising the proposed controls in this way helps to define where within the organisation they 

will be managed.  

Add a narrative summary of your risk assessment and options for mitigating those risks here.  

Alternatively, attach a separate risk assessment document, such as one modelled on the template in 

Appendix C. If you don’t want to attach the whole document, you can cut and paste the relevant 

information into this section.  

Document the risks in line with any existing risk management processes your organisation has – it will 

be more efficient than trying to run a separate process.  
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A-006 Establish a regular training schedule for lifeguard 

staff and maintain these training records. 

To be included in 

current lifeguard 

training 

 

A-007 Check if implementation of a data minimization 

protocol for low-occupancy periods to further 

reduce the risk of individual identification is 

required. 

  

A-008 Develop a process for regular audits to ensure the 

system and its data are not being used for any 

unintended purposes. 
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